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# Introduction

# Web Application Overview

# Architecture

# Threat analysis

## CIA Analysis

## Authorization requirements

## Risk analysis

|  |  |  |  |
| --- | --- | --- | --- |
| Threat | Risk | Impact | Needed Security level Risk impact |
| Password Database Theft | High | High | High |
| Man-in-the-Middle (MitM), Man-in-the-Browser (MitB) | High | High | High |
| Identity Theft | High | High | High |
|  |  |  |  |

Password Database Theft = hackers get possession of costumer data from other less protected websites assuming user uses similar user ID and password.

Identity Theft = usage of fake profiles, malicious document links, site masking, blogs linked or hosting malware

# Secure design

# Implementation choices

# Code example?References